May 24, 2022

OPINION LETTER RE CRYTOCURRENCY

Juicebox Affiliate or Affiliates

Re:  Juicebox

Dear

Please allow this correspondence to constitute our opinion regarding any legal and
potential liability issues related to your participation in Juicebox. Because DAOs and
cryptocurrencies are a relatively “new” technology there is limited case law or statutory schemes
allowing us to give clear, absolute guidance on certain issues. We have included a more
comprehensive overview of the issues related to DAOs and cryptocurrencies which may help
you understand the potential liability and future issues in the space.

Limited Scope of this Letter

This letter is specifically intended for you, the client, and your participation as an affiliate
of Juicebox. The contents and opinions in this letter are designed only for the founders and may
contain additional information addressing any specific issue raised by you. Please do not share
the contents of this letter with any other person or entity as the recommendations and opinions
contained herein may not apply to any other affiliate or participant.

Additionally, we request that you update us in the event you discover new information or
seek to change the DAO in a material manner which changes may alter our opinions contained
herein.

Description of Juicebox

Juicebox is designed as a unique, decentralized funding platform that is adaptable to
accommodate projects of all sizes and scopes; from a local group of friends to a global network
of anons. Juicebox is community-owned and an open protocol on Ethereum that requires
complete transparency of all of its projects and transactions. The goal of Juicebox is to reduce
the costs of the software to zero which will allow more funding to go towards projects.

Our understanding is that Juicebox will allow project managers and promoters to mint
tokens which will allow the project funding. Juicebox will not mint the tokens nor be involved
in the marketing or sale of the tokens. Popular projects should reward early donors with a
discount rate on tokens which will also allow project governance. Projects building on Juicebox
pay 2.5% JBX (token) membership from any withdrawn funds that are placed in the
JuiceboxDAO treasury. Project managers or promoters can use the JBX to participate in the
governance of JuiceboxDAO and its treasury so the larger affiliates have a say in JBX. The
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amount of the membership fee charged by Juicebox can only be changed by a vote of the JBX
membership.

Juicebox will not sell NFTs but will need to create an NFT subsystem related to the
treasury. Juicebox will also need to develop a protocol for dumping or getting rid of JBX.

Issues related to Juicebox

1. Will any of the tokens manufactured by a project qualify as a “security” or
“investment contract” under the 1933 Securities and Exchange Act (“The Act”)?

2. Even though Juicebox does not mint, market or sell the tokens, does it face any
potential liability under The Act for allowing projects to do so?

3. Will the tokens qualify as a “commodity” and be subject to regulation by the
Commodity Futures Trading Commission (“CFTC”)?

4. Will Juicebox face any potential liability under the FCTC by allowing the projects
to mint, market and sell the tokens?

5. What is the potential liability for Juicebox under the US Department of Treasury’s
Office of Foreign Assets Control (“OFAC”)?

6. Does Juicebox have any potential liability by its protocols, management or other
involvement with the vault, liquidity pools, or other financial service related to Juicebox or its
project DAOs?

Our Opinions and Recommendations

The regulations and law in the cryptocurrency and blockchain asset space is evolving
daily. Although the SEC has taken the blanket position that all DAOs are a “security,” we
believe a more careful analysis is required in this matter. To that end, the defense raised by the
Kik and Kin Foundation to the Commission’s enforcement action is instructive. While Juicebox
and Kik are markedly different in their modus of operations and intent in issuing tokens, some of
the basic facts and principles apply to Juicebox. While there is a general argument that any
attempt by the Commission to regulate Juicebox exceeds its statutory authority, there are also
more practical methods that can be deployed to reduce the potential liability or likelihood of an
enforcement action by the Commission, BSA or OFAC.

It is important to keep in mind that the baseline for determining the existence of a
“security” is still the US Supreme Court’s opinion in Howey. With that in mind we make the
following recommendations:
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A. Token Purchasers cannot have an expectation of profits from the efforts of others.

In general, there is no expectation of profits where purchasers are primarily led to expect
an item for use or consumption, even in the future. Forman, 421 U.S. at 852—-53. Nor is there a
reasonable expectation of profits merely because the promoter mentions that an item could
increase in value or that the purchaser could profit. See Alunni, 445 F. App’x at 292 (no
investment contract in purchase of condominiums where promotional materials stated that
purchasers would receive immediate income and did not have to manage their units); Revak v.
SEC Realty Corp., 18 F.3d 81, 84 (2d Cir. 1994) (no investment contract where condominiums
were marketed for “the income to be derived from rentals, and the prospect of capital
appreciation”); Hart, 735 F.2d at 1003 (no investment contract for model home purchases where
promotional materials touted “the potential for excellent appreciation in value during the holding
period”).

Juicebox provides only a platform to allow others to propose and fund “projects”
designed to be for the public good on its platform. It is to Juicebox’s benefit that no tokens are
issued by Juicebox to project sponsors or participants and that the tokens are limited for purchase
by the individual project. It is equally important that the tokens not include any expectation of
profit from the efforts of others and that the tokens continue to be marketed and sold as a
governance or utility token that will provide voting rights, but no right to profit from
participation in the enterprise. The project managers and promoters will be required to affirm
that all funds raised in excess of the target or goal will be “overflow” which can be redeemed by
holders of that particular token.

Our review of the information regarding “overflow” amounts in the FAQ portion of the
website augmented by the Terms of Use agreement for the project managers and promoters
should provide sufficient notice to potential purchasers and participants of the specified use of
the tokens.

B. Even if purchasers can reasonably expect profits, such expectation must be based
on the “undeniably significant” entrepreneurial or managerial efforts of the promoter.

In S.E.C. v. Glenn W. Turner Enters., Inc., 474 F.2d 476, 482 (9th Cir. 1973) the court
emphasized that even if purchasers expected a profit, that profit must be at the “undeniably
significant” entrepreneurial efforts of the promoter. These efforts must be value generating,
which excludes foundational efforts, such as building infrastructure. See, e.g., Terracor, 574 F.2d
at 1025. Additionally, the Commission cannot consider any profits from resale on any secondary
market and would similarly fall outside the scope of Howey. Importantly, if the purchaser has
complete control over the item or interest purchased, he or she does not expect profits from the
efforts of others. See Alunni, 445 F. App’x 288.

As the court explained in Forman, when a promoter sells an item for consumptive use
rather than as a passive investment, the federal securities laws do not apply. Forman, 421 U.S.
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858. Courts have found no investment contract even where the consumptive use of the item in
question is not available at the time of purchase. See, e.g., Terracor, 574 F.2d 1023. This is true
even where the seller is the only entity who can create the eventual use. Id. In other words, a
delay in the ability to “consume” the product after purchase is not determinative.

The Supreme Court’s decision in Forman is instructive. There, a one-time purchase of
shares proportional to the number of rooms in a housing co-op was not an investment contract
despite the fact that the co-op was not ready for move-in at the time of the transaction. Forman,
421 U.S. 837. Even though purchasers did not hold legal title to the apartments and could not
“consume” the product for years until the project was complete, the transactions were not
“investment contracts.” /d.

In addition, the courts have held that where a contract involves a sale of a commodity
and expected profits arise primarily from resale on the secondary market, the final prong of
Howey is not satisfied. See Noa v. Key Futures, Inc., 638 F.2d 77, 79 (9th Cir. 1980) (no
expectation of profits from the efforts of others under Howey because, once the commodity was
purchased, the profits of the investor depended on market fluctuations, not the managerial efforts
of the defendant); see also S.E.C. v. Belmont Reid & Co., Inc., 794 F.2d 1388, 1391 (9th Cir.
1986) (same).

These cases are instructive as Juicebox sells no tokens to purchasers and even if it makes
them available for sale in the approved projects, makes no representation of profit and makes no
significant effort to increase the value of any tokens sold or minted. The fact that the tokens may
increase in value based upon a number of factors, including the bonding curve and any holdbacks
or credits identified by the project promoters, are insufficient to satisfy the third prong of Howey.

C. Juicebox should stay sufficiently decentralized to fall outside the scope of federal
securities laws.

As noted above, Ethereum has escaped regulatory scrutiny from the Commission and
other regulatory agencies due in large part to the efforts of the Ethereum Foundation. The
Ethereum Foundation seeks to “promote and support [the] Ethereum platform and base layer
research,” including making software available and releasing protocol updates. (See Ethereum
Foundation Mission Statement.26) Director Hinman has expressed his view that Ethereum is
“sufficiently decentralized” to fall outside the scope of the federal securities laws, meaning that
the Ethereum Foundation is not providing essential entrepreneurial or managerial efforts, despite
exerting significant efforts generally. (See When Howey Met Gary (Plastic), (June 14, 2018)).
The Ethereum Foundation is a good model for Juicebox, which should continue to exert
“essential entrepreneurial or managerial efforts,” but remain “sufficiently decentralized” to
arguably avoid the federal regulatory scheme for securities and investment contracts.

There are many ways in which Juicebox can promote itself as a platform that will appear
“sufficiently decentralized” to avoid running afoul of federal securities regulations: 1) continue
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its efforts to act as gatekeeper for proposed projects (in fact it will be required to continue to act
as gatekeeper, see infra); 2) make its software or access to its DAO available to those promoters
who want to propose a project; 3) promote multiple implementations, including the use of
multiple smart contracts designed to further automate the process; 4) use multiple interfaces with
divergent types of projects; and 5) be clear that in terms of governance that the more automated
the process by removing human decision makers will demonstrate Juicebox’s participation is not
significantly managerial or entrepreneurial. Where governance or decisions need to be made by
a board or by vote of members, the more diffuse the authority and more diverse the governing
body, the stronger the argument that Juicebox is sufficiently “decentralized.”

Additional factors that help in this regard are that projects must be approved by Juicebox,
which, after approval, will play no oversight role in the management of the project or decisions
made by the project managers. Juicebox will have some interaction with the project in terms of
taking a fee for its services and maintaining funds in the liquidity pool with token values
determined by the bonding curve, both of which are covered by smart contracts. Juicebox should
encourage the use of committees in projects as decision-makers and, where possible, encourage
the projects to allow all members or token holders to participate in the process.

D. Set up a protocol or system to avoid transactions with citizens of embargoed
countries and SDPs and avoid violation of the AML regulations.

We expect that with the instability in the international scene and the increased use of
cryptocurrencies, federal regulators will increase scrutiny of cryptocurrency transactions with
citizens of embargoes countries as well as with SDPs. This may be Juicebox’s most obvious
potential liability as donations will pass through its DAO and is obligated to comply with the
financial regulations outlined above. Our recommendation is that Juicebox set up a protocol and
safeguards to ensure that any project promoter or token purchaser is not a resident of an embargo
country or an SDP. While we understand the technical challenge this recommendation poses, a
protocol with safeguards would be the best defense for Juicebox in any enforcement action by
any agency.

A purchaser who is a citizen of Iran and seeks to purchase tokens can sufficiently mask
his nationality and identity so that you would not be able to set up a protocol or screening
mechanism to identify him as a citizen of an embargoed country. We are aware of the ability of
users to completely mask their identity thereby making any protocol or screening service that
Juicebox employs difficult to trace. If possible, Juicebox should employ protocols to ensure that
the direct purchase of Eth used to buy tokens from an account in an embargoed country be
flagged. Our opinion is not that the well-masked and untraceable transactions would subject
Juicebox to liability, but that the open transaction would demonstrate to OFAC that there are no
gatekeeper controls for donations or purchases.

Similarly, Juicebox should set up a protocol that would allow it to identify any potential
violation of the AML regulations. The mere purchase of tokens would be insufficient to trigger
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AML regulations; instead, Juicebox would need to be able to identify any purchaser who was
able to sell the tokens in significant amounts on a secondary market exchanging the tokens for
another currency that would allow an easier transfer of funds to a crypto such as Bitcoin or
Ethereum.

In this instance, the identity of the purchaser or his nationality would not be important,
rather his use of a project to attempt to “launder funds.” While the use of cryptocurrencies by
money launderers has increased, the most common method, by mixing or tumbling, involves
persons blending illicit and clean digital assets from several addresses together before
redistributing them to a new destination or wallet. By the time any such funds were used in the
purchase of Eth to buy tokens on Juicebox, Juicebox would have no ability to determine if any
such funds were mixed or blended.

Instead, our focus would narrow to any “rug pullers,” or promoters or managers who
seemed interested only in raising sufficient funds to be able to cash out large sums as soon as
possible and with little regard to the project’s goals or aims. In the event Juicebox notices an
increase in "rug pullers” then we should be advised as soon as possible to discuss possible
actions and compliance with the regulatory agencies. Our analysis of Juicebox does not, at this
time, demonstrate any other pattern or methodology that would demonstrate a concerted effort to
“launder funds.”

99 Ces

E. Any examination of Juicebox will be under the rubric of a “security,” “investment

contract” or “commodity.”

Any regulatory examination of Juicebox will be under the analysis of whether any
product associated with Juicebox will qualify as a “security,” “investment contract” or
“commodity.” Regardless of the actions of Juicebox, the analysis will be under these terms.
Any concern that Juicebox may have in the operation of its “vault” or “treasury” would not
subject Juicebox to scrutiny as a bank or financial institution. Instead, if the allegation was that
Juicebox, in setting up a treasury or vault, was illegally acting as a bank, our analysis is that any
regulatory agency would concentrate on the nature of any tokens or other assets related to the
treasury or vault, given that the Federal Deposit Insurance Company has authority only over

certified institutions.

Our Full Analysis

The History of the SEC and Cryptocurrencies
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The Securities & Exchange Commission’s (“SEC” or “Commission”) has been slow to
adopt clear, reasonable guideline for cryptocurrencies and their ad hoc efforts in this space
highlight the problem. Cryptocurrencies (including Bitcoin and Ethereum) have grown
exponentially the last few years and gained acceptance as a medium of exchange for a wide
variety of goods and services. During the rise of cryptocurrency, the Commission did not
provide any meaningful, forward-looking guidance about the application of the federal securities
laws to cryptocurrencies, nor did it develop a regulatory structure that would make sense to
anyone involved in the space. As cryptocurrency markets increased their use in 2017, the
Commission finally issued an opinion on the matter, but failed to provide those in the crypto
space with a clear view of how or when the SEC believed the federal securities laws would apply
to sales or exchange of cryptocurrencies. The DAO Report, for example, issued in 2017, casually
suggested that sales of cryptocurrencies “may” involve sales of securities and attempted to apply
the Howey test to a token offering whose utility and function were dramatically different from
the sales of other tokens or even a general token offering. The result is that through the Munchee
settlement order and a series of public comments by the Chairman, the Commission has
essentially created a more aggressive position that impacts the sale or offering of tokens
negatively, which position effectively threatens enforcement action against nearly all token
offerings regardless of the stated function or use of the tokens. This is true despite the fact that
the Commission has yet to approve of a single registration statement for a cryptocurrency and
has failed to approve any secondary markets for trading tokens.

Instead, the Commission has seemed to adopt a “regulation by enforcement” approach,
which has had a dramatic and negative impact on the development of blockchain and
cryptocurrency technologies in the United States and has had the foreseeable result of forcing
innovators to move their activities overseas or they have abandoned the space altogether. (See
Anna Irrera, Michelle Price, Cryptocurrency issuers clean up, shun U.S. investors as SEC gets
tough, Reuters, March 21, 2018.) It is long past time for the Commission to adopt a more clear
and reasonable approach — one that is within the bounds of the Commission’s statutory authority
— and provide those innovators in the US clear guidelines that will allow them to continue to
innovate and develop in these important technologies that are gaining acceptance world-wide.

We are not aware of any DAO or crypto-related entity petitioning the Commission to
change the “law” to accommodate the new technologies and its applications, as Chairman
Clayton recently suggested. (See Kate Rooney, SEC Chief Says Agency Won'’t Change Securities
Laws to Cater to Cryptocurrencies, CNBC, June 8, 2018.) On the contrary, through its failure to
provide clear guidance, instead seeking to control the technology by enforcement, in effect, the
Commission seeks to change the well-settled definition of “security” and, in particular, the
definition of an “investment contract,” that the Supreme Court adopted over 70 years ago in SEC
v. W.J. Howey Co., 328 U.S. 293, 301 (1946) beyond their original meaning and intent. The
Commission’s apparent attempt to assert regulatory authority over all digital currencies has
strayed well beyond the scope of its statutory authority to regulate the “offer and sale of
securities.” This ad hoc approach is further evident in the lack of scrutiny given to Bitcoin and
Ethereum by the Enforcement Division. Even more troubling is the Commission’s attempt to
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generalize the Howey analysis in an effort to expand the Commission’s regulatory authority.
Such an attempt would not presumably stand up to serious judicial scrutiny. The Commission’s
attempted expansion is revealed in its relatively superficial “investment contract™ analysis set
forth in the Commission’s recent settlement orders in Airfox and Paragon Coin (as well as the
Munchee settlement that preceded them) when compared with the much more rigorous analysis
by the federal court in which it denied the Commission’s motion for a preliminary injunction for
its failure to demonstrate that the defendant offered or promised an investment opportunity to
token purchasers. See S.E.C. v. Blockvest, LLC, 2018 WL 6181408, atn. 5 (S.D. Cal. Nov. 27,
2018).

SEC v. Kik and Kin Foundation

One of the more current, instructive enforcement actions is found in SEC v. Kik and Kin
Foundation, primarily because Kik, rather than settling with the SEC and paying a fine, chose to
fight the action, arguing that its sale of tokens was not the sale of a security nor an “investment
contract.” In addition, Kik argues that the actions by the Commission exceed its statutory
authority in the blockchain and cryptocurrency spaces.

Kik argued that the enforcement action will fail any rigorous analysis of whether offers
and sales of the Kin token amounted to offers or sales of a “security” within the scope of Section
5 of the ’33 Act. Additionally, Kik argues that the Kin token was designed, marketed, and
offered as a currency to be used as a medium of exchange within a new, limited digital economy
thus, taking it outside the statutory definition of a “security” under the federal securities laws.
Instead, Kik argued, the token is designed only for utility or consumptive use that is inconsistent
with a token that is purchased as an investment. Kik did not offer or promote the Kin token as a
passive investment opportunity since doing so would have doomed the project, which could only
succeed if Kin purchasers used Kin as a medium of exchange (rather than simply holding it as a
passive investment). Accordingly, Kik marketed Kin not as an investment opportunity, but rather
as a way for consumers to access digital products and services in a new way that also allowed for
innovative developers and their users to be compensated for the value they provided to the
community. The launch of the Kin token was so successful that Kin exceeds Ethereum and
Bitcoin in daily blockchain activity, demonstrating Kin’s wide acceptance and adoption in the
crypto space. (See https://blocktivity.info/.) This use and general adoption undoubtedly triggered
the regulators at the SEC.

The terms of the sale of the Kin tokes are inconsistent with the terms normally found in
an “investment contract” as Kik transferred ownership of the Kin tokens directly to purchasers,
who had full, unfettered control over the tokens with no continuing obligation to Kik. Kik
argues that, as such, once the offer and sale had been completed and the token delivered to the
purchaser, there was no common enterprise between the parties. In summary, the sale of the Kin
tokens did not involve the type of passive investment opportunity that the SEC and courts have
normally designated as an “investment contract” and does not meet the definition that the US
Supreme Court adopted in Howey. More importantly, the Foundation’s separate transfers of Kin
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tokens to app developers and users in the ecosystem after the initial token distribution event
(“TDE”) are well outside the common definition of an “investment contract” under federal
securities laws.

Federal Securities Regulation in General

Securities and financial instruments are defined by a complex web of laws and statutory
regulations that apply to their marketing, promotion and sale. There are laws addressing
everything from how and where securities can be sold, who can own certain types of securities,
and what information must be disclosed to potential investors. As a result, an important threshold
question that must be answered by anyone working with crypto assets is which transactions or
cryptocurrencies involve a “security.”

A. What is a security?

The definition of a security is "broad and ambiguous," and, thus, it is difficult to layout a
bright line rule by which a security can easily be identified and distinguished from a financial
instrument that would not qualify as a security. In order to provide a broad definition that would
cover large and diverse investments, the courts have designed a flexible test that is intended to
"to meet the countless and variable schemes devised by those who seek the use of money of
others on the promise of profits." Howey, supra. In Howey the U.S. Supreme Court outlined a
four-part test to determine if an offer or transaction qualifies as a form of a security called an
“investment contract." The Court held that an “investment contract” exists when there is, (1) an
investment of money (2) in a common enterprise (3) with an expectation of profit (4) to be
derived from the efforts of others.

Since Howey was decided in 1946, there is a long history of cases in which the courts try
to determine if various financial instruments meet the Howey definition of a security, including
bank certificates of deposits, interests in whiskey barrels and offers to invest in some new
product. There are also many other cases analyzing various elements of the Howey test, the
takeaway being that each case is fact specific as it relates to a financial instrument. To
demonstrate the inherent difficulty in providing a clear definition for a “security,” there have
been numerous courts attempting to apply the Howey test to seemingly similar transactions and
reaching different, sometimes contradictory results. For example, there are several cases holding
that certain real estate leases qualified as securities when offered in a particular manner.
Likewise, there are numerous cases addressing when the sale of other products, even something
as odd as the sale of beavers, may constitute a securities transaction. The result is that courts
seem to place more highly the manner in which a good is sold rather than the nature of the
product.

B. Application to the cryptocurrencies and other assets in the industry.
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The clear problem for the courts is applying 1946 laws, regulations, and large body of
judicial precedent to current technologies. As is often the case, the law is usually playing catch-
up to industry and innovation. As of this opinion letter, very few U.S. courts have addressed the
question of how to apply the Howey test to cryptocurrencies and other blockchain asset
transactions. Thus, it remains unclear what treatment the court will give to cryptocurrencies in
distinguishing between securities from non-securities. There are a handful of cases currently
pending that may result in decisions that directly address this issue. And inevitably, there will be
future cases so long as the sale of cryptocurrencies and other blockchain assets are deployed as a
means to promise future profits to third parties. For now, suffice it to say, there is no consensus
and a lack of clarity for developers and purchases in this space.

In addition, there is the added issue of cryptocurrencies, tokens and NFTs in the
secondary markets, or sales in which the original issuer is not a party. Even among lawyers,
there is significant confusion as to how Howey should apply to secondary market transactions.
Even if an initial sale of a token or NFT had some of the features of a “security,” it is unclear
whether a subsequent transaction by the token purchaser to another purchaser for a different
token would also qualify as a securities transaction. This confusion is the result of the fact that
virtually every case applying Howey was decided on a transaction in which a seller or promoter
is promising the purchaser some form of financial return in the purchase of the cryptocurrency.

The SEC's current position on Secondary Markets

The SEC, the primary regulator of the securities market in the US, has been active in
voicing its opinion about certain activities in the crypto asset industry. The SEC's first major
foray in the industry came in July 2017 in the form of a report stating that sale of tokens by "The
DAO" constituted a sale of securities. The SEC has since reached settlements with several
industry participants and also issued several statements about when certain activities within the
industry may be subject to securities regulations. Notably, some members of the SEC have said
that they believe that the vast majority of tokens sold as part of a fundraising effort (so called
"ICOs") were securities offerings.

In March 2019, the SEC's Strategic Hub for Innovation and Financial Technology (aka
FinHub) issued a regulatory scheme intended to help those within the crypto asset industry
evaluate which assets may be viewed by the SEC as securities. The FinHub regulations identify
numerous factors to consider when analyzing whether the sale of a crypto asset meets the final
two prongs of the Howey test, i.e., whether there is an expectation of profit based on the efforts
of a third party. The framework places a strong emphasis on factors used to determine whether
an "Active Participant” exists that provides "essential managerial efforts that effect the success of
the enterprise, and investors reasonably expect to derive profits from those efforts."

Currently, one of the largest areas of debate relating to the SEC's position on the crypto
asset industry is how it plans to apply securities law to the secondary market trading of tokens
that may have initially been sold as part of a securities offering. The SEC's own Director of
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Corporate Finance has opined that "strictly speaking, the token — or coin or whatever the digital
information packet is called — all by itself is not a security." The Director, instead, noted that "a
careful and fact-sensitive legal analysis" of secondary market trading is necessary, focused on
how the token is offered and sold, including the reasonable expectations of purchasers. The
Director offered one standard for determining when a token does not qualify as a security based
on whether the network upon which a token exists is "sufficiently decentralized." This standard
was laid out by the Director who also identified several factors that could be considered to
determine whether a token is "sufficiently decentralized." The more-recent FinHub framework
also addresses this issue, but does not use the term "sufficiently decentralized." Instead, the
framework lays out several factors to be analyzed to determine whether the value of the asset is
still dependent on the efforts of the "Active Participants" and to what extent the underlying
network technology is fully functional.

The conclusion derived from these statements is that the SEC has recognized that a
crypto asset previously sold in a securities offering can later be sold on the secondary market in a
non-securities transaction under certain circumstances. However, there are still many questions
about the standard the SEC will use to distinguish between transactions of crypto assets as a
security or non-security. Unfortunately, despite advocating for a nuanced analysis of each token's
network to make such a determination, the SEC has not demonstrated it will follow these
guidelines in the enforcement actions it has brought against certain industry participants. Instead,
the SEC has issued orders in settled cases involving secondary market participants in which it
has alleged without further explanation that the tokens themselves are securities, despite the
problems outlined above. Therefore, it is unclear exactly what analysis the SEC is currently
using as it relates to secondary market transactions of crypto assets.

Federal Commodities and Derivatives Regulation

Historically, “commodities” is a term that has been used to refer to agriculture products
like wheat, corn and sugar. However, just like with “securities,” US law has evolved to provide a
broader definition to include "all services, rights, and interests . . . in which contracts for future
delivery are presently or in the future dealt in.” As a result, almost anything could qualify as a
“commodity” under the definition.

The Commodities Futures Trading Commission (CFTC) is the primary regulator of
"commodities interests." In its 2020 report to Congress the CFTC took the position that all
virtual currencies are commodities and there have already been courts who agree with this
position.

The Commission and federal courts have found that virtual currencies are
commodities under the CEA [Commodity Exchange Act]. While its regulatory
oversight authority over commodity cash markets is limited, the CFTC maintains
general anti-fraud and manipulation enforcement authority over virtual currency
cash markets as a commodity in interstate commerce. The Commission has not
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formally defined virtual currency via regulation. The Commission, however,
adopted a broad definition of the term “virtual currency” for purposes of its
March 2020 Final Interpretive Guidance for Retail Commodity Transactions
Involving Certain Digital Assets.

While the CFTC did not “intend” to create a “bright line definition” of a virtual currency
given its “evolving nature,” it did provide some guidance in its 2020 “Final Interpretive” guide,
in which it “referenced” virtual currency as including the following:

e adigital asset that encompasses any digital representation of value or unit of
account that is or can be used as a form of currency (i.e., transferred from one party to
another as a medium of exchange);

e may be manifested through units, tokens, or coins, among other things; and

e may be distributed by way of digital “smart contracts,” among other structures.

It appears the CFTC is taking a clearer approach to the crypto asset industry and does not
seem to be actively extending its jurisdiction where the SEC has yet to definitively identify a
crypto asset as a security.! It is also still possible that the CFTC will identify some limit to the
definition of a commodity for assets such as non-fungible tokens and crypto collectibles.

This is important because commodities are regulated differently than securities. A
commodity is not subject the same rules as a security, which has myriad rules about who can
purchase them, how they must be offered and what methods can be employed in their promotion.
This is due to the fact that markets for trading commodities have been considerably smaller than
the markets for trading derivatives of commodities or other securities. Most people do not trade
actual bushels of potatoes for cash. Rather, most people trade contracts based on the future price
of potatoes or other commodities; futures contracts. But with crypto assets, the vast majority of
the exchange activity occurs in the spot or current market and are traded immediately.

There are no laws directly regulating spot market transactions for commodities (i.e.,
transactions that involve the full payment of the purchase price and the immediate delivery of the
commodity at the time the transaction is entered by the parties). The CFTC has limited authority
to police the spot markets for fraud and manipulation and cannot adopt rules that directly control
how spot market participants conduct their transaction.

!'In February, 2020, CFTC was asked to comment on the SEC v. Telegram case with regard to the commodity

and security definition for the Telegram’s “Gram” token. In response to the Judge’s request for comment from the
Commission, the Office of General Counsel (OGC) issued a letter that defined commodities and the Commission’s
jurisdiction. The letter stated that blockchain-based digital assets are commodities and acknowledged that these
digital assets may also be securities but declined to offer analysis on that point as such analysis is within the purview
of the SEC. CFTC did not comment on the merits of the case, nor take a position on whether GRAM was a security
or a commodity. See Robert A. Schwartz, Deputy General Counsel, Litigation, Enforcement & Adjudication,
Commodity Futures Trading Comm’n, Letter to Judge Castel, Re: SEC v. Telegram Group, Inc., et al., No. 1:19-cv-
09439 (PKC) (S.D.N.Y. Feb. 18, 2020), ECF No. 203.
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Historically, the CFTC regulates exchanges rather than individual commodities and a
CFTC-regulated transaction can only be conducted over regulated exchanges, which include,
depending on the type of transaction, Designated Contract Markets (“DCMs”) and Swap
Execution Facilities (“SEFs”).? There may be exceptions to these strict limitations, but overall
these exceptions are only available to certain sophisticated market participants or high-net-worth
individuals. Additionally, the CFTC directly regulates all the intermediaries that facilitate CFTC-
regulated transactions, including brokers, merchants, swap dealers, commodity pool operators, or
commodity trading advisors. The application process to become a DCM, SEF, or regulated
intermediary is costly and difficult and regulated exchanges and intermediaries are subject to
extensive ongoing regulatory oversight by the CFTC.

The enforcement actions filed by the CFTC, to date, have continued to focus on
exchanges and markets.®> But it has indicated that it will “embrace innovation” as it assesses the
risks and opportunities arising from “21st century commodities.” It has set out its goals in its
2020-2024 Strategic Plan, that lists as its strategic goals not only a continued emphasis on
markets, including derivative markets, but also plans to be “tough on those who break rules.”

OFAC Sanctions

The US Department of Treasury's Office of Foreign Assets Control (OFAC) maintains a
list of people that US persons are not permitted to transact with in any manner. The list can
generally be broken down into two categories:

1) People from specific embargoed countries and geographic areas such as Iran, North
Korea, and Syria’; and

2) people on the Specially Designated Nationals (SDN) list®, which is comprised of select
individuals responsible for particularly bad behavior like human trafficking or
government corruption.

2 In January 2018, the CFTC issued an opinion on its oversight of virtual currency futures markets. The opinion
provided clarity regarding federal oversight of and jurisdiction over virtual currencies; the CFTC’s approach to
regulation of virtual currencies; the self-certification process generally, as well as specifically regarding the self-
certification of new contracts for bitcoin futures products by DCMs; background on the CFTC’s “heightened
review” for virtual currency contracts; and a discussion of the constituencies the CFTC believes could be impacted
by virtual currency futures.

3In 2015 the CFTC ordered Bitcoin Options Trading Platform, Coinflip, Inc., and its founder to cease offering
Bitcoin options, CFTC Release No. 7231-15; settled with TeraExchange, LLC, for failing to enforce prohibitions on
wash trading, CFTC Release No. 7240-15; and in 2016 fined Bitfinex for offering illegal off-exchange retail
commodity transactions, CFTC Release No. 7380-16.

42020-2024 Strategic Plan, https://file:///Downloads/CFTC2020 2024strategicplan.pdf.

5 For the current list, visit https://home.treasury.gov/policy-issues/financial-sanctions/sanctions-programs-and-
country-information.

¢ Visit the US Department of Treasury website for the updated list of SDN’s; https://home.treasury.gov/policy-
issues/financial-sanctions/specially-designated-nationals-and-blocked-persons-list-sdn-human-readable-lists.
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Unlike most other US financial laws that use process-based rules that must be followed,
OFAC sanctions simply prohibit certain activities - i.e., doing business with people on the
sanctions list. Relatedly, sanctions laws impose strict liability, meaning there is no legal defense
for a person or entity who engages in a prohibited transaction, even if the person or entity later
tried to do the right thing. Historically, the consequences for those who purposefully evade or
ignore sanctions laws are much more severe than for those who attempt to avoid transacting with
a sanctioned person. Indeed, consequences can include criminal prosecution and jail time.

Most companies implement risk-based procedures that are tailored to their particular
business in order to avoid sanctions violations. The convenience store located in Minnesota faces
virtually no risk of violating these rules and engaging in significant business with sanctioned
individuals and thus likely does not need a "know your customer" (K'YC) program. On the other
hand, a US-based or affiliated bank operating in countries that rank high in corruption or are on a
prohibited list will likely need to be able to conduct thorough background checks on customers
to ensure compliance.

OFAC sanctions are one of the legal regimes that offer clarity when applied to most
crypto asset projects. For any US person or entity operating a project in the cryptocurrency or
blockchain asset space, that person or entity is potentially liable if a sanctioned individual uses
their service. OFAC has included some frequently asked questions about virtual currencies on its
website, and, notably states that it may identify certain “prohibited” virtual currency wallet
addresses belonging to individuals on the SDN list so that US persons can block transactions
with that address.

A person or entity’s risk of exposure to sanctioned individuals and countries can vary
widely based on the specific project and may be influenced by such variables as the type of
assets being offered, the volume of transactions being facilitated, and the areas in which the
service is available. There is no one-size-fits-all to OFAC sanctions compliance in
cryptocurrencies and blockchain assets, but it is an important issue that each project should
consider.

Federal Anti-Money Laundering Regulation

US law requires certain players in the financial system to assist in detecting and
preventing money laundering activity and terrorist financing. For example, the Bank Secrecy
Act (BSA) requires certain “financial institutions” to assist the US government by implementing
certain anti-money laundering (AML) programs and filing reports with the government when
certain transactions, or “suspicious transactions,” are identified by those programs.

The BSA covers a wide range of financial institutions including everything from banks to
casinos. For developers working with crypto assets, the BSA applies to “money services
businesses,” a category that is further subdivided to include “money transmitters.” The Financial
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Crimes Enforcement Network (FinCEN), which is the primary federal regulator responsible for
enforcing the BSA, has interpreted certain businesses involved in crypto assets to fall under the
definition of money transmitters such that they must comply with the BSA.

According to FinCEN, a money transmitter is defined as anyone in a business involved in
“the acceptance of currency, funds, or other value that substitutes for currency from one person
and the transmission . . .to another location or person by any means.” When adopting this
language, FiInCEN confirmed that the reference to “other value that substitutes for currency” was
intended to apply to other value systems that do not involve the transfer of fiat currency. The
BSA regulations seek to make the determination of whether someone is a money transmitter
specifically based on the “facts and circumstances” of each case, which is a signal to the legal
community that the definition is intended to be broad and malleable.

For example, in 2013 FinCEN issued guidance directed in part at the crypto asset
industry delineating when FinCEN considered certain crypto businesses to be money
transmitters. In general, FinCEN defines convertible virtual currency as a "medium of exchange"
that "either has an equivalent value in real currency, or acts as a substitute for real currency."

It should be evident from this broad definition that most of the current tokens and
cryptocurrencies widely available on the market likely meet this definition, particularly most
ERC-20 tokens. However, we can also look to the other end of the spectrum and see how a non-
fungible token (“NFT”) in the form of a cryptocollectible may not meet this definition as it is
hard to imagine how we could use something like CryptoPunks as a medium of exchange despite
each potentially having some discoverable value in fiat.

BSA has not clearly delineated the line between what is and is not a convertible virtual
currency and there have only been a few court cases addressing which tokens meet the definition
of a convertible, virtual currency. In contrast, there have been a handful of cases have confirmed
that Bitcoin is a convertible virtual currency. In another case, Ripple, a self-described currency
exchange and settlement system, settled a case brought by the government that was premised on
XRP being a convertible virtual currency. However, with respect to the ever-increasing number
of tokens and NFTs available on the market, the only source of guidance is the publication
statements issued by FinCEN that give some guidance as to how they will interpret the term most
broadly to cover many of the tokens on the market.

Our recommendation is to assume that any token meets the definition of a convertible
virtual currency according to the FinCEN guidelines. FinCEN has provided guidance regarding
certain activities involving convertible virtual currencies that constitute money transmission
which include the following categories:

User — someone who obtains convertible virtual currency in order to purchase goods or
services. FinCEN seems to have broadened this definition to include someone who
purchases convertible virtual currency as investment for his/her own, personal account.
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Exchanger — someone engaged in the business of exchanging virtual currency for real
currency, funds, or another virtual currency by either 1) accepting and transmitting a
convertible virtual currency or 2) buying and selling a convertible virtual currency for
any reason.

Administrator — someone engaged as a business in issuing (putting into circulation) a
virtual currency, and who has the authority to redeem (to withdraw from circulation) such
virtual currency. As most crypto assets are issued without an ability to mandate
redemption, this definition is generally not that relevant for our purposes.

Since issuing its initial guidance in 2013, FinCEN has tried to clarify these definitions in
subsequent "Administrative Rulings." For example, they wrote that a person who exchanges
virtual currency for their own account and not as a business providing service to third parties is
considered a user and not an exchanger. In another ruling, FinCEN stated "[t]he production and
distribution of software, in and of itself, does not constitute acceptance and transmission of
value, even if the purpose of the software is to facilitate the sale of virtual currency."

For developers there is a strong argument that the definition of exchanger does not apply
to someone who does not take custody of another person's virtual currency. As explained in this
report from Coin Center (see https://www.coincenter.org):

A non-custodial exchange is probably not an exchanger or a money transmitter. If,
like Craigslist or any other online classified advertising service, the business merely
helps individual buyers and sellers find and communicate with each other, then it
is never “accepting and transmitting” tokens or bitcoins for its users, nor is it
“buying or selling” tokens or bitcoins. It may be commonly understood as an
exchange because it deals in exchange-related information (e.g. order-books,
offers, acceptances, communications between buyers and sellers) but it, as a
company, is never doing the actual currency conversion or handling the actual
tokens or money; that all happens peer-to-peer. Another way to characterize what
these companies do is: development of a web-based software tool (e.g. a website)
that facilitates peer-to-peer exchange. As we discussed earlier, FinCEN’s Software
and Investment Ruling describes mere software development and distribution as
outside the scope of BSA regulation.

The facts and circumstances of any particular project on the blockchain may impact this
analysis.

Relevant Legal Cases

A. Enforcement Actions Exceeding the Commission’s Statutory Authority
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The Commission’s regulatory authority is not unlimited, but rather is bounded by the
statutes that it is charged with enforcing. Ernst & Ernst v. Hochfelder, 425 U.S. 185, 213 (1976).
The Commission may not unilaterally define, much less expand, the scope of its statutory
authority. Business Roundtable v. S.E.C., 905 F.2d 406, 408 (D.C. Cir. 1990). The statutes that
define the scope of the Commission’s authority are to be interpreted by the courts and not the
Commission.

As of the date of this letter, the Commission’s attempt to regulate cryptocurrencies under
the rubric of “investment contracts” has faced only limited judicial scrutiny. There have been a
handful of preliminary decisions, all of which involved allegations of fraud, which are treated
different from non-fraud cases. See, e.g., S.E.C. v. PlexCorps, 2017 WL 6398722, at *2
(E.D.N.Y. Dec. 14, 2017); U.S. v. Zaslaviskiy, 2018 WL 4346339, at *1-9 (E.D.N.Y. Sept. 11,
2018); but see Blockvest, 2018 WL 6181408, at *4 (denying preliminary injunction and holding
that “[b]ecause they [i.e., the tokens] are not securities, Plaintiff’s causes of action fail”). In
addition, the Commission has issued a number of statements attempting to define the scope of its
authority and has gotten a handful of smaller companies in the crypto space to agree to settled
cease-and-desist orders that reflect a similar approach.” In trying to structure this regulatory
approach to cryptocurrencies, the Commission has relied on an extremely broad application of
the Supreme Court’s decision in Howey, one that would clearly expand the scope of the
Commission’s authority in this area well beyond its statutory limits. Indeed, in one recent case
where the court applied a more rigorous application of the Howey test, the court flatly rejected
the Commission’s claim that a sale of a cryptocurrency amounted to an “investment contract.”
See Blockvest, 2018 WL 6181408, at *4.

B. A “Currency” is Exempt from the Definition of a “Security” Under the
Federal Securities Laws

It is well settled that courts have long recognized that the definition of a “security” under
the Securities Act and the Exchange Act is distinct from “currency.” See, e.g., Reves v. Ernst &
Young, 494 U.S. 56, 61 (1990); see also Great Rivers Co-op. of Southeastern lowa v. Farmland
Indus., Inc., 198 F.3d 685, 698 (8th Cir. 1999). The definition of “security” in the Securities Act
does not include the term “currency” (15 U.S.C. § 77b(a)(1)), and the Exchange Act expressly
excludes “currency” from the definition of a “security.” See 15 U.S.C. § 78c(a)(10) (“The term
‘security’ means . . . but shall not include currency” (emphasis added)).

While “Currency” has not been defined under the federal securities laws, the term has
long been understood to mean a product of value or a “medium of exchange.” (See Black’s Law
Dictionary (an item that circulates “as a medium of exchange”)). Since cryptocurrencies can be
used for peer-to-peer transactions, are convertible to other currencies, and have been widely
accepted by digital applications and retailers, they likely qualify as currency. (See Merriam
Webster (cryptocurrency is “any form of currency that only exists digitally, that usually has no
central issuing or regulating authority but instead uses a decentralized system to record
transactions and manage the issuance of new units”)). For purposes of the federal securities laws,
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“currency” need not be legal tender, or recognized by the United States or any other foreign
country to fit within the definition. See generally Sea Pines of Va., Inc. v. PLD, Ltd., 399 F.
Supp. 708, 711-12 (M.D. Fla. 1975) (promissory note, as a “cash substitute,” was “within the
exclusion for currency,” and therefore not a security).

Courts and federal agencies, uniformly, have repeatedly characterized cryptocurrencies
as “currencies.” Earlier this year a federal court explained that “[v]irtual currencies are generally
defined as ‘digital assets used as a medium of exchange.”” Commodity Futures Trading Comm’n
v. McDonnell, 287 F. Supp. 3d 213, 218 (E.D.N.Y. 2018); see also Commodity Futures Trading
Comm ’n v. My Big Coin Pay, Inc. et al, 2018 WL 4621727, at *5 (D. Mass. Sept. 26, 2018)
(Memorandum of Decision) (quoting In re BEXNA Inc., CFTC Docket 16-19, at 5—-6 (June 2,
2016)) (“[V]irtual currencies are . . . properly defined as commodities.”). This interpretation is
consistent with enforcement actions and guidance issued by FinCEN, the Internal Revenue
Service (“IRS”), and OFAC, which describe virtual currencies as “a medium of exchange, a unit
of account, and/or a store of value.” See FIN-2013-G0001, Application of FinCEN’s Regulations
to Persons Administering, Exchanging, or Using Virtual Currencies (Mar. 18, 2013); IRS Notice
2014-21; FinCen Fines Ripple Labs, Inc. in First Civil Enforcement Action Against a Currency
Exchanger, FinCEN (May 5, 2015); OFAC Frequently Asked Questions (2018-11-28).

C. Any Smart Contracts on the DAO Do Not Constitute “Investment Contracts”

In Howey, the US Supreme Court has defined an “investment contract” as “a contract,
transaction or scheme whereby a person invests his money in a common enterprise and is led to
expect profits solely from the efforts of the promoter or a third party.” Howey, 328 U.S. at 298—
99. In determining whether a particular contract or transaction meets this standard, courts
consider the specific terms of the contract and the facts and circumstances underlying the
transaction, including any promotional materials, promises about investment and the nature of
the item purchased. Although courts may consider the purchaser’s subjective intent, the court
focuses on what purchasers were “offered or promised,” irrespective of whether purchasers had a
subjective expectation of investment. See Warfield v. Alaniz, 569 F.3d 1015, 1021 (9th Cir.
2009) (“[W]hile the subjective intent of the purchasers may have some bearing on the issue of
whether they entered into investment contracts, we must focus our inquiry on what the
purchasers were offered or promised”’ (emphasis added)).

Other courts have held that the term “investment contract” is not a boundless catch-all
that encompasses every transaction the SEC would like to regulate, but instead “has the limited
purpose of identifying unconventional instruments that have the essential properties of a debt
or equity security.” See Wals v. Fox Hills Dev. Corp., 24 F.3d 1016, 1018 (7th Cir. 1994)
(emphasis added). The term “investment contract” is supposed to include scenarios where a
passive investor entrusts his money to managers of a business venture who agree to exert their
entrepreneurial efforts in order to make the investor’s money investment increase in value. See
Piaubert v. Sefrioui, 2000 WL 194149, at *4 (9th Cir. Feb. 17, 2000) (agreeing with the District
Court that “[t]o be an investment contract, one of the characteristics is that the investor is passive
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and relies on others to make money (or not)”); Steinhardt Group Inc. v. Citicorp, 126 F.3d 144,
155 (3d Cir. 1997) (finding that because “[defendant] was not a passive investor, we need not
consider whether the securitization here constituted a common enterprise”).

Our Opinions and Recommendations

The regulations and law in the cryptocurrency and blockchain asset space is evolving
daily. Although the SEC has taken the blanket position that all DAOs are a “security,” we
believe a more careful analysis is required in this matter. To that end, the defense raised by Kik
and Kin Foundation to the Commission’s enforcement action is instructive. While Juicebox and
Kik are markedly different in their modus of operations and intent in issuing tokens, some of the
basic facts and principles apply to Juicebox. While there is a general argument that any attempt
by the Commission to regulate Juicebox exceeds its statutory authority, there are also more
practical methods that can be deployed to reduce the potential liability or likelihood of an
enforcement action by the Commission, BSA or OFAC.

It is important to keep in mind that the baseline for determining the existence of a
“security” is still the US Supreme Court’s opinion in Howey. With that in mind we make the
following recommendations:

A. Token Purchasers cannot have an expectation of profits from the efforts of others.

In general, there is no expectation of profits where purchasers are primarily led to expect
an item for use or consumption, even in the future. Forman, 421 U.S. at 852—-53. Nor is there a
reasonable expectation of profits merely because the promoter mentions that an item could
increase in value or that the purchaser could profit. See Alunni, 445 F. App’x at 292 (no
investment contract in purchase of condominiums where promotional materials stated that
purchasers would receive immediate income and did not have to manage their units); Revak v.
SEC Realty Corp., 18 F.3d 81, 84 (2d Cir. 1994) (no investment contract where condominiums
were marketed for “the income to be derived from rentals, and the prospect of capital
appreciation”); Hart, 735 F.2d at 1003 (no investment contract for model home purchases where
promotional materials touted “the potential for excellent appreciation in value during the holding
period”).

Juicebox provides only a platform to allow others propose and fund “projects” designed
to be for the public good on its platform. It is to Juicebox’s benefit that no tokens are issued by
Juicebox to project sponsors or participants and that the tokens are limited for purchase by the
individual project. It is equally important that the tokens not include any expectation of profit
from the efforts of others and that the tokens continue to be marketed and sold as a governance
or utility token that will provide voting rights, but no right to profit from participation in the
enterprise.
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B. Even if purchasers can reasonably expect profits, such expectation must be based
on the “undeniably significant” entrepreneurial or managerial efforts of the promoter.

In S.E.C. v. Glenn W. Turner Enters., Inc., 474 F.2d 476, 482 (9th Cir. 1973) the court
emphasized that even if purchasers expected a profit, that profit must be at the “undeniably
significant” entrepreneurial efforts of the promoter. These efforts must be value generating,
which excludes foundational efforts, such as building infrastructure. See, e.g., Terracor, 574 F.2d
at 1025. Additionally, the Commission cannot consider any profits from resale on any secondary
market and would similarly fall outside the scope of Howey. Importantly, if the purchaser has

complete control over the item or interest purchased, he or she does not expect profits from the
efforts of others. See Alunni, 445 F. App’x 288.

As the court explained in Forman, when a promoter sells an item for consumptive use
rather than as a passive investment, the federal securities laws do not apply. Forman, 421 U.S.
858. Courts have found no investment contract even where the consumptive use of the item in
question is not available at the time of purchase. See, e.g., Terracor, 574 F.2d 1023. This is true
even where the seller is the only entity who can create the eventual use. Id. In other words, a
delay in the ability to “consume” the product after purchase is not determinative.

The Supreme Court’s decision in Forman is instructive. There, a one-time purchase of
shares proportional to the number of rooms in a housing co-op was not an investment contract
despite the fact that the co-op was not ready for move-in at the time of the transaction. Forman,
421 U.S. 837. Even though purchasers did not hold legal title to the apartments and could not
“consume” the product for years until the project was complete, the transactions were not
“investment contracts.” /d.

In addition, the courts have held that where a contract involves a sale of a commodity
and expected profits arise primarily from resale on the secondary market, the final prong of
Howey is not satisfied. See Noa v. Key Futures, Inc., 638 F.2d 77, 79 (9th Cir. 1980) (no
expectation of profits from the efforts of others under Howey because, once the commodity was
purchased, the profits of the investor depended on market fluctuations, not the managerial efforts
of the defendant); see also S.E.C. v. Belmont Reid & Co., Inc., 794 F.2d 1388, 1391 (9th Cir.
1986) (same).

These cases are instructive as Juicebox sells no tokens to purchasers and even if it makes
them available for sale in the approved projects, makes no representation of profit and makes no
significant effort to increase the value of any tokens sold or minted. The fact that the tokens may
increase in value based upon a number of factors, including the bonding curve and any holdbacks
or credits identified by the project promoters, are insufficient to satisfy the third prong of Howey.

C. Juicebox should stay sufficiently decentralized to fall outside the scope of federal
securities laws.
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As noted above, Ethereum has escaped regulatory scrutiny from the Commission and
other regulatory agencies due in large part to the efforts of the Ethereum Foundation. The
Ethereum Foundation seeks to “promote and support [the] Ethereum platform and base layer
research,” including making software available and releasing protocol updates. (See Ethereum
Foundation Mission Statement.26) Director Hinman has expressed his view that Ethereum is
“sufficiently decentralized” to fall outside the scope of the federal securities laws, meaning that
the Ethereum Foundation is not providing essential entrepreneurial or managerial efforts, despite
exerting significant efforts generally. (See When Howey Met Gary (Plastic), (June 14, 2018).)
The Ethereum Foundation is a good model for Juicebox, which should continue to exert
“essential entrepreneurial or managerial efforts,” but remain “sufficiently decentralized” to
arguably avoid the federal regulatory scheme for securities and investment contracts.

Our recommendation is that Juicebox continue its efforts to act as gatekeeper for
proposed projects (in fact it will be required to continue to act as gatekeeper, see infra). It should
also feel free to make its software or access to its DAO available to those promoters who want to
propose a project without fear of running afoul of federal securities regulations.

D. Set up a protocol or system to avoid transactions with citizens of embargoed
countries and SDPs and avoid violation of the AML regulations.

We expect that with the instability in the international scene and the increased use of
cryptocurrencies, federal regulators will increase scrutiny of cryptocurrency transactions with
citizens of embargoes countries as well as with SDPs. This may be Juicebox’s most obvious
potential liability as donations will pass through its DAO and is obligated to comply with the
financial regulations outlined above. Our recommendation is that Juicebox set up a protocol and
safeguards to ensure that any project promoter or token purchaser is not a resident of an embargo
country or an SDP. While we understand the technical challenge this recommendation poses, a
protocol with safeguards would be the best defense for Juicebox in any enforcement action by
any agency.

Similarly, Juicebox should set up a protocol that would allow it to identify any potential
violation of the AML regulations. The mere purchase of tokens would be insufficient to trigger
AML regulations; instead Juicebox would need to be able to identify any purchaser who was
able to sell the tokens in significant amounts on a secondary market exchanging the tokens for
another currency that would allow an easier transfer of funds to a crypto such as Bitcoin or
Ethereum.

The opinions and recommendations are designed to help you identify and prevent
regulatory issues with the relevant government agencies. In the event you need additional

information or have questions, please do not hesitate to contact me.

Sincerely yours,



